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**PLANO DE ENSINO**

|  |  |
| --- | --- |
| **1 IDENTIFICAÇÃO** | |
| **Nome da Disciplina**  Segurança de Sistemas | **Carga horária**  80 h/a |

|  |
| --- |
| **2 EMENTA** |
| Introdução; Análise de Risco; Tipos de ataques e ameaças; Segurança em Redes sem fio; Política de segurança da informação; Criptografia; Firewall; Sistemas de Detecção de Intrusão (IDS); Redes Privadas Virtuais (VPN). |

|  |
| --- |
| **3 OBJETIVO GERAL** |
| Apresentar, discutir e praticar técnicas de planejamento, implementação e avaliação de políticas e ferramentas de segurança de informação. |

|  |
| --- |
| **4 CONTEÚDO PROGRAMÁTICO** |
| UNIDADE I  - O que é segurança da informação  - Análise de Risco  - Ameaças e Vulnerabilidades  UNIDADE II  - Política de segurança da informação  - Plano de resposta a incidentes  UNIDADE III  - Algoritmos de criptografia  - Assinatura e certificados digitais  - Infra-estrutura de chave pública  UNIDADE IV  - Definição de Firewall  - Funcionalidades  - Configuração  UNIDADE V  - Definição de Sistema de Detecção de Intrusão  - Funcionalidades  - Configuração  UNIDADE VI  - Definição de Rede Privada Virtual  - Funcionalidades  - Configuração |
|  |
| **5 AVALIAÇÃO** |
| Para ser aprovado nas disciplinas o/a aluno/a deve:  I - ter frequência mínima de 75%;  II - ter média final igual ou superior a 5,5 (cinco e meio) a partir da seguinte fórmula:  III - ter tido nota maior ou igual a 4,0 (quatro) na verificação final. |

|  |
| --- |
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